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1. INTRODUCTION. 

This guide details the functionality of the eSignature (also known as e4f) 
application and outlines the procedure for requesting access to the application. 
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2. APPLICATION REQUIREMENTS. 

To access the application for the first time, you must request registration via the 
following link: 

eSignature for Foreigners (seguridadaerea.gob.es) 
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3. APPLICATION REGISTRATION 

Once on the website, please complete the mandatory fields with your personal 
data: 

3.1. Personal Data 

 

It is essential that you remember the "issuer country" of your identity document 
and the "identity document” number, as these details will be required for future 
authentication within the application. 

Optionally, by checking the "Enable postal address" box, you may complete the 
form with your postal address details: 

 

3.2. Required documentation. 

At the end of the previous page, you must attach a PDF copy of your valid identity 
document. Please click the “Choose files” button (number 1 in the image), select 
the PDF file from your device, and then click the “Add” button (number 2 in the 
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image). If the document is uploaded successfully, it will appear in the table below 
(number 3 in the image). 

 

Should a document be uploaded in error, you may rectify the issue by selecting 
the document(s) and clicking the “Delete” button. 

After completing the form, do not forget to click the green “ACCEPT” button, 
which performs the corresponding validations on the data entered, verifying that 
all mandatory fields have been completed. 

3.3. Acceptance of Declarations 

After completing the form described in the preceding sections, the next step of 
the process will load, displaying the following: 

 The personal data and identity document details provided. 
 The declarations required by AESA to grant access to the service. 

If there are any errors in the data entered, please click the “Back” button to 
return to the previous form and correct the information. 
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If the data is correct, after reading and accepting the declarations and 
successfully completing the provided CAPTCHA, please click the “Confirm” 
button: 

 

Upon clicking the “Confirm” button, a message like the one below should appear, 
indicating that the application was successfully submitted. 

 

3.4. Access validation 

Once access has been requested, you will receive an email containing a link (the 
“Verificar la solicitud” button) to confirm that your email address is correct. An 
example of the format of this email is shown below: 
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Upon clicking the “Verificar la solicitud” button, a web page should open on your 
device with a form where you must only enter the identity document number 
provided in the “Personal Data” section. It is crucial that this detail matches 
exactly the information entered in the application (in the form field labeled “identity 
document number”). 

 

Upon clicking the “Validate” button, if the identity number entered is correct, the 
following message will be displayed: 

 

3.5. Access key activation 
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Now that the application process has been completed and your email has been 
verified, AESA personnel will proceed to review the validity of the information 
provided. This process may take between one and several business days. 

Once AESA approves the application, you will receive an email to activate your 
concerted keys. Please click the “Activar la clave” button that appears in the 
email. An example of the format of this email is shown below: 

 

Upon clicking the “Activar la clave” button, a browser should open on your device 
which will require you to solve a CAPTCHA. 

 

If you complete it successfully, you should see the following message: 
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After successfully activating the key, an email notification will be sent to you 
shortly, containing a link where you can establish a password for the generated 
concerted keys. (If you experience issues when clicking the "here" link that 
appears in the email, and the browser does not open, please try right clicking the 
"here" link, copying the link, navigating to a browser, and pasting the copied link 
into the address bar): 

 

The password entry page is as follows: 
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Please enter the password (twice), ensuring compliance with the minimum-
security requirements established by AESA, which are displayed in the image 
above: 

 It must be between 8 and 15 characters in length. 
 It must contain at least one lowercase letter. 
 It must contain at least one uppercase letter. 
 It must contain at least one number. 
 It must contain at least one special character from the following list: 

$@!%*?&-_ 

If the password meets or exceeds the security requirements, the following 
message will be displayed: 

 

Kindly note that the validity period for your password is 365 days. Following this 
period, the password must be changed. 

Important: 

A time limit is enforced for setting the password before the generated agreed-
upon the concerted keys expire for security reasons. Should you fail to set the 
password within this period, the system will display a message such as the 
following: 
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Should this occur, please do not be concerned: you must request a 'Password 
Change.' To do so, please access the following link: 

https://sede.seguridadaerea.gob.es/safcce-internet/nuevaclave 

 

Please re-enter the data precisely as submitted in your initial application. The 
process will then be repeated as follows: 

 First, by activating a new agreed-upon credential (concerted keys). 
 Second, by establishing a new password. 

This process is explained in further detail in Section 4.2 of this document. 
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4. APPLICATION LOGIN 

Once you have completed the registration in the application, the generated 
agreed-upon credentials (concerted keys) may be used to access various 
procedures within AESA. The complete list of available procedures is located on 
the AESA website, specifically at: 

https://sede.seguridadaerea.gob.es/sede-aesa/contenido/claves-concertadas-e4f-esignature-foreigners 

The application’s main page is located at: 

https://sede.seguridadaerea.gob.es/safcce-internet/accesoSafcce?inicio=true 

After completing the registration process in the application, you may use your 
agreed-upon credentials (concerted keys) to view and/or modify your data. 
Please click on the “Personal Area” menu option. 

 
Please enter your credentials into the entry form (issuer country of the document, 
identification number, and password): 

 

4.1. Personal Area 

Once authenticated, the Personal Area enables you to view and modify your data 
as required: 
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4.2. Generate new password. 

If you are unable to access the application due to a forgotten or expired password, 
you may request a new password by selecting the 'Change Password' menu 
option. 

As observed in the 'Change Password' section, a form will be displayed which 
must be completed with the data from your initial application to request a 
password change: 

 

https://sede.seguridadaerea.gob.es/safcce-internet/nuevaclave 

In this form, you will be required to enter the identification document number, the 
document's issuer country, and the email address utilized during registration. 
Upon clicking 'Request', you will receive an email with the following content: 
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Upon clicking the “Activar la Clave” button, a browser window will be opened on 
your device where you will be prompted to solve a CAPTCHA. 

 

If completed successfully, you should see the following message:

 

After successfully activating the credential, you will receive an email within a few 
minutes containing a link where you can set a password for the generated 
agreed-upon credentials (if you experience any difficulty clicking the "here" link in 
the email and the browser does not open, please try right-clicking the "here" link, 
copying the link, navigating to your browser, and pasting the copied link into the 
address bar) 
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The password entry page is as follows: 

 

Please enter the password (twice), ensuring compliance with the minimum-
security requirements established by AESA, which are displayed in the image 
above: 

 It must be between 8 and 15 characters in length. 
 It must contain at least one lowercase letter. 
 It must contain at least one uppercase letter. 
 It must contain at least one number. 
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 It must contain at least one special character from the following list: 
$@!%*?&-_ 

If the password meets or exceeds the security requirements, the following 
message will be displayed: 

 

Please note that your password is valid for 365 days, after which it must be 
changed. 


